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Status

Most activities are done through subgroups.  The purposes and status of the subgroups are:

· Agreements Subgroup:  Develop “standard” geospatial data sharing agreement (or guidelines for developing agreements) for homeland security purposes.  The group was organized in the spring and is operating.  The working group will take up the approval of attached work plan at its next meeting.

· Emergency Response Symbology Subgroup:  Provide a consistent national set of symbols for use in maps that support emergency response activities.  ANSI INCITS/L1 approved the project proposal (attached) and approved the draft copy of the standard attached for submission.  The subgroup’s work on linear and polygonal symbology to support emergency response is delayed pending the identification of resources from DHS/FEMA at the beginning of FY 2006.  The subgroup will submit a project proposal for the next phase of the project at that time. 

· Guidelines Subgroup:  Provide principles and guidance for use in evaluating the need to reduce or eliminate public access to specific geospatial data for Homeland Security reasons.  The FGDC steering committee is schedule to complete balloting on adoption of the guidelines in August 2005 (some members’ ballots are still outstanding).  The subgroup has identified follow-on work, but needs a new subgroup lead.  Identification of the lead is pending FGDC adoption of the guidelines.

· Information Content Subgroup:  Provide principles and guidance on geospatial information content useful for homeland security applications.  The initial products from this group are anticipated in September.  Plans for follow-on work depend on the recommendations of the subgroup.

· Recharter Subgroup:  Revise the charter for the working group.  The revised charter is due to the FGDC secretariat by November 1, 2005.

· US National Grid Subgroup:  Facilitate implementation of geoaddressing techniques based on the US National Grid by governments at all levels, businesses, public safety organizations, and individuals.  This activity was approved for a year (until January 2006), at which time the working group will review the activity.

An activity that the working group identified but has not started:

· Identification of geospatial data that would be useful for homeland security applications.  This activity would be accomplished by working with the lead for the homeland security community in Geospatial One-Stop.  This position of community lead currently is vacant.

The charters/work plans for the subgroups follow.  Most provide schedule information.

Agreements Subgroup

DRAFT

PROJECT TITLE:  Enhancement of Geospatial Data Sharing for Emergency Management, Homeland Security and Homeland Defense Applications

DATE: June 15, 2005

AUSPICES:  Homeland Security Working Group, Federal Geographic Data Committee

POINT OF CONTACT:

William S. Burgess, Washington Liaison

National States Geographic Information Council

396 Stanford Court

Arnold, Maryland  21012

410.544.2005 (voice)

410.544.4064 (FAX)

william.burgess@comcast.net
OBJECTIVES:  

1)   Develop recommendations, mechanisms, and procedures to enhance the timely, efficient, and adequate sharing of geospatial data among Federal, state and local emergency management, homeland security, and homeland defense organizations wherever and whenever there is a demonstrable need.

2)   Develop a single standardized data sharing agreement template for use by all levels of government that will facilitate and advance sharing of geospatial data by Federal, state and local emergency management, homeland security, and homeland defense organizations within the United States.

SCOPE: 

· Discover and assess barriers to timely and adequate data sharing among Federal agencies and between Federal, State, and local agencies.

· Identify effective means of mitigating or removing barriers to timely and adequate intra- and inter-governmental data sharing.

· Clarify concerns related to licensing, copyright, security and access to public and non-public geospatial data

· Provide criteria for effective data sharing solutions as they relate to licensing 

· Identify ways that organizations can balance security and licensing concerns and still provide for wide information access by agencies with a “need to know”

JUSTIFICATION/BENEFITS:

Nearly four years after the terrorist attacks of September 11, 2001, sharing of data and information, including geospatial data and information, among the Federal, State, local, and tribal entities responsible for emergency management, homeland security, and homeland defense activities remains substantially suboptimal. Findings of various studies, sworn testimony, and a wealth of anecdotal evidence clearly attest to the fact that this is the case. They also indicate that the situation can mostly be attributed to three factors.


· Many of the data useful for these purposes have never been, are not now, and likely never will be collected solely or even primarily for these purposes, i.e., their collection is pursuant to other governmental needs and purposes.

· Even assuming that the relevant Federal, State, local, and tribal entities are willing-in-principal to effectively and efficiently share the data they possess, certain of the laws and policies that these entities operate under, while arguably appropriate and workable pre-9/11, are functionally ill-suited to the post-9/11 world.

· Local restricted distribution policies, licensing, copyright, and data charges have been and remain the focus of an endless debate regarding public access to data that were created with public funds. While Federal agencies have in general been proponents of open access to such data they have nevertheless invoked several options to protect data that they feel are sensitive. State and local governments share the same concerns that Federal agencies have regarding public access to sensitive data. They also often use licensing, copyright, and data charges as a way to augment austere budgets (and generally have legal mechanisms in place to provide for such).  

Significant barriers to the timely, efficient, and adequate sharing of geospatial data potentially useful in emergency management, homeland security and homeland defense activities exist within the Federal government, as well as between it and the State, local, and Tribal governments. Typically the data in question, while useful for these purposes, were/are collected for some other reason, e.g., pursuant to the administration of a law or regulation or for purely statistical purposes. Such data collections often contain data that are subject to Freedom of Information Act (FOIA) disclosure exemptions or to even more stringent nondisclosure provisions such as those conferred on certain data elements or entire data collections by the Privacy Act and the Confidential Information Protection and Statistical Efficiency Act (CIPSEA). These laws, enacted prior to the events of September 11, 2001, make it either impossible (in the case of Privacy Act or CIPSEA protected data) or very difficult (in other instances) to share data with any entity outside the collecting agency, much less do so in a timely and efficient manner. Even when it’s legally possible to share the data, this must typically be done under the aegis of a bilateral interagency agreement that can take from several months to more than a year to negotiate and put in place. There is some indication that similar barriers also exist at the State and local levels of government.

Effective means of obviating the significant data sharing barriers must be identified, developed, and implemented.  While in principle few agencies are unwilling to share their geospatial data with other levels of government, most particularly in time of need for emergency management, homeland security, and homeland defense purposes, they lack a standard formal mechanism for doing so and no entity has yet acted to resolve that problem. The availability of a standard data sharing agreement template accompanied by appropriate use guidance will aid individual decision makers in providing appropriate access to their data and it will position the nation to deal more effectively with emergency management, homeland security and homeland defense activities. However, its use will necessarily have to take place within a comprehensive national governance framework, one that has yet to be developed. Recommendation of that framework, at least insofar as it relates to geospatial data, is the primary task of this working group.

DEVELOPMENT AND COMPLETION SCHEDULE:

	Activity
	Time Frame

	Information gathering (review current policies both formal and informal, interview decision makers, review related deliberations) to identify:

· Main issues of concern

· Factors considered in evaluating the distribution and licensing of data

· Approaches taken on remedial actions

· Concerns that have not been addressed

· Evaluation of the effectiveness of actions

· The degree to which cost/benefit was considered in the decision process
	April – December 2005

	Draft principles/guidelines
	December – February 2005

	Provide for wider review/revisions (potential venues):
	February – April 2006

	Final draft
	April 2006

	Reviews (Coordination Group, etc)
	May – August 2006

	FGDC approval
	Fall 2006


POTENTIAL PARTICIPANTS:

Members of the working group and others have volunteered to provide the core of this effort (see table below).  Some are participating directly on a team formed by the working group, while others are providing access to related documents or to persons in their organizations more directly involved in these issues.

Participation is invited from other Federal, state and local agencies that do not participate on the working group, but that have similar concerns or related issues.  Participation can be in the form of direct participation on the team, provision of access to related policies or decision makers, or participation in the planned review activities.

	Name
	Organization

	Baucom, Larry 
	Department of Defense/DPO-MA/HIFLD - BAH

	Bradford, Mark
	Department of Transportation

	Burgess, Bill (Co-Lead) 
	NSGIC/BurGIS LLC 

	Cullis, Brian
	Department of Defense DUSI/I&E(BT-DISDI)

	DeLost, Susan 
	U.S. Forest Service 

	Fields, Bob
	Bureau of Land Management

	Fusaro, Randy
	U.S. Census Bureau 

	Gilbert, Heather
	National Oceanic & Atmospheric Administration

	Gottsegen, Jon
	Colorado State GIS Coordinator

	Harp, Gary
	Kentucky State GIS Coordinator

	Hayden, Diane 
	National Geospatial-Intelligence Agency (NGA) - Associate General Counsel

	Johnson, William 
	New York State - Office of Cyber Security and Critical Infrastructure 

	Jones, Brenda
	U.S. Geological Survey - EROS Data Center

	Kehoe, Maiya (Masha)
	Department of Homeland Security - BearingPoint

	McCants, Erin
	Department of Homeland Security - BearingPoint

	McCollough, Major
	Tennessee Valley Authority

	Milazzo, Valerie (Co-Lead) 
	U.S. Geological Survey 

	Morehouse, David 
	U.S. Department of Energy - EIA 

	Rao, Alan 
	U.S. Department of Transportation - Volpe National Transportation Systems Center

	Reilly, Heather
	Department of Homeland Security - BearingPoint

	Saligoe-Simmel, Jill 
	Executive Director, Indiana Geographic Information Council 

	Smith, Cy
	Oregon State GIS Coordinator

	Tugwell, Rex 
	National Geospatial-Intelligence Agency 

	Weichert, Ivan
	GIS Director, Kansas Information Technology Office


TARGET AUTHORIZATION BODY:  The FGDC Steering Committee is the target body for authorization of this template agreement.

Emergency Response Symbology Subgroup

From: Andersen, Norman C. [mailto:Norman.C.Andersen@nga.mil] 

Sent: Friday, July 15, 2005 6:10 AM

To: 'bbennett@itic.org'

Cc: 'Fred Broome'; 'Scott.Mcafee@dhs.gov'; fbroome@att.net

Subject: FW: Reminder INCITS L1 Ballot for the Emergency and Hazard Management Mapping Standard - Point Symbology Standard.

Importance: High

Barbara,

13 Voting members present unanimously approved the Emergency and Hazard Management Mapping Standard - Point Symbology Standard recommended ANSI project proposal and secondly approved the draft copy of the standard attached for submission.

Fred,

Please coordinate with Barbara and Scott to assist in the next required

process steps with ITIC.

Norm

Norman C. Andersen

Chair INCITS L1

National Geospatial-Intelligence Agency

Mail Stop P-106

12310 Sunrise Valley Drive

Reston, VA 20191

Phone: 703-814-4565

Fax: 703-961-0403

norman.c.andersen@nga.mil
(Project proposal submitted to ANSI in the format specified by ANSI)

1. Source of the Proposed Project 

1.1 Title: Emergency and Hazard Management Mapping Standard – Point Symbology


1.2 Date Submitted: TBD


1.3 Proposer(s): Federal Emergency Management Agency of the Department of Homeland Security (FEMA/DHS)

2. Process Description for the Proposed Project 

2.1 Project Type: D

2.2 Type of Document: Standard

2.3 Definitions of Concepts and Special Terms:

None: Concepts and special terms, if any, are from common mapping and information technology.  Specific symbol definitions and use concepts are the purpose of the standard.

2.4 Expected Relationship with Approved Reference Models, Frameworks, Architectures, etc.:  

The Homeland Security Mapping Standard - Point Symbology for Emergency Management, hereinafter referred to as the Point Symbology Standard, will compliment ANSI NCITS 353-2001, Spatial data standard for facilities, infrastructure, and environment.

The Point Symbology Standard complies with applicable ANSI and ISO Geographic information series of standards being developed through ISO Technical Committee 211, Geographic Information/Geomatics.  

Refer to Annex A for relevant ISO, ANSI, and FGDC standards. 

2.5 Recommended INCITS Development Technical Committee (Existing or New): 

INCITS L1, Geographic Information Systems

2.6 Anticipated Frequency and Duration of Meetings: 

Since this is the translation of an existing federally developed standard into a public, consensus based standard, frequency and duration of review and editing meetings will be based on INCITS procedures and the need to progress this standard through the necessary steps.  The experience of INCITS L1 in moving other federally developed standards through to public, consensus based standards will be utilized in determining the requirements for meetings.

Standards development team and editing committees will include volunteer subject matter experts and other interested parties drawn from federal, state, local and tribal government agencies and private industry.

2.7 Target Date of Initial Public Review: May 2005

2.8 Estimated Useful Life of Standard or Technical Report: 10 years or more

3. Business Case for Developing the Proposed Standard or Technical Report 

3.1 Description: 

This Standard establishes a standard for point symbols when mapping for emergency management and hazard situations.  It provides the foundation for defining, developing, and communicating a common set of cartographic symbols relevant to emergency management and homeland security objectives, including:

•
reducing loss of life and property by strengthening nationwide response readiness,

•
minimizing disruptions to governmental operations, critical cyber and physical infrastructures, and socioeconomic sectors,

•
improving communications,

•
strengthening national recovery plans and capabilities,

•
promoting E-Government modernization and interoperability initiatives,

•
strengthening nationwide preparedness and mitigation against acts of terrorism, natural disasters, or other emergencies, and

•
providing scalable and robust all-hazard response capability and recovery assistance.

This Standard is applicable to all organizations that create maps or otherwise display features for the emergency management or first responder communities.  It is limited at this time to support portrayal of point features that relate to the emergency management and hazard mapping disciplines..

3.2. Existing Practice and the Need for a Standard: 

The existing mapping practice when responding to an emergency is for each federal, State, or local governmental unit to gather and display data about the situation.  This is due to a variety of factors: dependence on symbology of available GIS software; historical or local policy and procedures; and lack of agreed upon standard set of symbols.

The importance of this becomes apparent when agencies are required to work together during an emergency situation.  Frequently maps of the same situation produced by different agencies depict the information using different symbols.  The loss in time and possible error involved when comparing and using differently symbolized information can and has hampered emergency response and placed lives and property in jeopardy.

Establishment of the Emergency and Hazard Management Mapping Standard – Point Symbology will significantly improve emergency response and facilitate providing critical government services among 87,000 government entities in the United States.

     3.3. Implementation Impacts of the Proposed Standard

3.3.1 Development Costs:  

The development cost will be borne by the Department of Homeland Security and INCITS L1 members and participating organizations.  There should be no significant costs to INCITS associated with the development of these Standards.


3.3.2 Impact on Existing or Potential Markets:  

This standard will have a positive impact on the overall GIS community by promoting smoother emergency response among federal, State, local, and tribal entities.   The private sector (software developers and vendors) will benefit by developing tools that provide the display functionality required to implement this Standard.

3.3.3 Costs and Methods for Conformity Assessment:  

Conformance guidance will be provided to evaluate whether implementations are in conformance with the Point Symbology Standard and any implementation annexes. 

3.3.4 Return on Investment (ROI): 

No specific ROI can be calculated at this time.  However, a significant ROI can be expected, given the anticipated improvement in emergency response.

3.4 Legal Considerations

1.4.1 Patent Assertions: None


3.4.2 Dissemination of the Standard or Technical Report: 

As the Point Symbology Standard will be developed using public funds, all government agencies shall be able to freely publish and distribute the contents of the Standard electronically (as provided through the Freedom of Information Act -FOIA.)  

Upon adoption of the  as American National Standards, the Information Technology Industry Council will copyright the American National Standards version of the Point Symbology Standard on behalf of INCITS.  Upon copyrighting the Point Symbology Standard, ITI will provide free of charge to the FGDC a non-exclusive license to the Point Symbology Standard in a format acceptable to all Parties.  

4. Related Standards Activities

4.1 Existing Standards – At present, no government-wide or other national standard exists. 


4.2 Related Standards Activity

ISO TC 211, 19100 series, Geographic information

Federal Geographic Data Committee standards

  
4.3 Recommendations for Coordinating Liaison: none


4.4 Recommendations for Close Liaison: none

Guidelines Subgroup

PROJECT TITLE:  Principles and Guidance for the Evaluation of Homeland Security Implications of Public Access to Geospatial Data

DATE: May 5, 2003

AUSPICES:  Homeland Security Working Group, Federal Geographic Data Committee

POINT OF CONTACT:

Michael A. Domaratz

Co-Chair, FGDC Homeland Security Working Group

US Geological Survey

511 National Center

12201 Sunrise Valley Drive

Reston, Virginia 20192

Telephone:  703.648.4434

Fax:  703.648.4722

Email:  mdomarat@usgs.gov

OBJECTIVES:  Provide principles and guidance for use in evaluating the need to reduce or eliminate public access to specific geospatial data for Homeland Security reasons.

SCOPE: 

· Clarify concerns related to the homeland security implications of publicly accessible geospatial data, as well as the implications of reduced access to heretofore or prospectively publicly available geospatial data

· Provide criteria for thinking about the sensitivity of a particular data holding

· Identify ways that organizations can balance security concerns and public information access

JUSTIFICATION/BENEFITS:

In the aftermath of September 11, 2001, concern that public access to certain types of geospatial data for the Nation might materially assist the planning and execution of attacks led many public and private organizations to review the public access they provided to geospatial data and in some cases to curtail that access.  Personnel undertaking these reviews used their best judgment, but often had little knowledge of the extent to which the reviewed data contributed to vulnerability or how their actions intended to reduce vulnerability have actually changed it.   In addition, the public benefit the data for which these data were made available often was not considered in the decision-making process.  Further, many organizations that made decisions to reduce access did so in isolation.  This lack of a common, standardized approach can potentially reduce the effectiveness of any one organization's action because other organizations using different decision criteria can arrive at opposing conclusions and contradictory actions.  Such decisions already have occurred.  A set of standardized guiding principles will aid individual decision makers in (1) evaluating what data withdrawal actions are necessary and effective, (2) evaluating the costs and benefits of data withdrawal, and  (3) encouraging consistency of data withdrawal decisions among both public and private organizations.

DEVELOPMENT AND COMPLETION SCHEDULE:

	Activity
	Time Frame

	Information gathering (review current policies both formal and informal, interview decision makers, review related deliberations) to identify:

· Main issues of concern

· Factors considered in evaluating the sensitivity of data

· Approaches taken on remedial actions

· Concerns that have not been addressed

· Evaluation of the effectiveness of actions

· The degree to which cost/benefit was considered in the decision process
	April – July 2003

	Draft principles/guidelines
	August – September

	Provide for wider review/revisions (potential venues):

· NSGIC, Nashville TN

· DC-area workshop
	September - November

	Final draft
	December

	Reviews (Coordination Group, etc)
	January – March 2004

	FGDC approval
	Spring 2004


POTENTIAL PARTICIPANTS:

Members of the working group have volunteered to provide the core of this effort.  Some are participating directly on a team formed by the working group, while others are providing access to related documents or to persons in their organizations more directly involved in these issues.

Participation is invited from other Federal agencies that do not participate on the working group, but that have similar concerns or related issues.  Participation can be in the form of direct participation on the team, provision of access to related policies or decision makers, or participation in the planned review activities.

Early outreach to the Office of Management and Budget is anticipated on this work item.

TARGET AUTHORIZATION BODY:  The FGDC Steering Committee is the target authorization body for this statement of principles and guidance.

Information Content Subgroup

PROJECT TITLE:  Beyond-Framework:  Information Content Requirements for Geospatial Homeland Security Applications

DATE:  June 20, 2005 (revision)

AUSPICES:  Homeland Security Working Group, Federal Geographic Data Committee

POINT OF CONTACT:  The U.S. Geological Survey will call the group together.

OBJECTIVES:  Provide principles and guidance on geospatial information content useful for homeland security applications.  

SCOPE: 

· Starting with the Homeland Security Infrastructure Program (HSIP) report, compile and publish recommendations about information content that organizations should consider when they acquire and manage geospatial data that support homeland security applications.

· Provide mechanism to review, refine, and expand such guidance.

· Identify interfaces to other geospatial communities working on related topics of interest.

ASSUMPTIONS:

· Initial efforts to concentrate on the “minimum” content required for information about structures.

· Effort is to concentrate on “gaps” to be filled outside of existing efforts on information content specification.  (For example, the effort will not duplicate “base map” standards developed through Geospatial One Stop.)

JUSTIFICATION/BENEFITS:

Geospatial applications are useful for supporting the homeland security community in protecting against, planning for, responding to, and recovering from events.  Geospatial data needed to support such applications include those that are knowable in advance (for example, base maps, infrastructure, and facilities that are converted to alternate uses during events).  Such information often is developed for purposes other than homeland security applications and by organizations different from those that have a “homeland security mission”.  Consensus guidance that identifies useful information content will help organizations that have a homeland security mission be prepared, will encourage uniformity and interoperability among organizations that have geospatial data that could contribute to homeland security, applications, and will aid collaboration among organizations.

There have been several efforts to identify such information content.  The relationship among these efforts and processes in which “best practices” and new needs are incorporated are murky.  The working group’s efforts would provide a means to develop consensus guidance and incorporate new news and “best practices.”

DEVELOPMENT AND COMPLETION SCHEDULE:

Initial task:  By the end of summer 2005 (prefer July; no later than September):

· Compile initial guidance about the “minimum” information content related to structures that is useful for homeland security applications.  Initial efforts should concentrate on structures.  The group should concentrate on “gaps” regarding information content needed for homeland security applications that is not covered by other efforts (especially the standards for ‘base map’ information developed through Geospatial One Stop).  Note that the main intention is to compile information about content; examples of implementations provided for reference purposes can be added as informative annexes.

· Identify a means of maintaining the guidance and incorporating “best practices” and a schedule for updating the guidance.  Identify sources of and interfaces with organizations that can provide information about new needs and best practices.

· Identify additional products beyond the guidance that member organizations of the working group would find helpful.

 PARTICIPANTS:  To be identified by working group members.

TARGET AUTHORIZATION BODY:  Guidance issued by the working group to be used by member organizations.

Recharter Subgroup

Action


	Action
	Discussion
	POC
	Status
	

	(2004-12-16)-8
	Revise charter and ask agencies to review their membership on the working group:

1. Identify changes needed for charter

2. Revise charter

3. Through the secretariat, submit the charter for Coordination Group approval and issue call for agencies to review their membership.
	Jan 2005: Task 1 closed through discussion at meeting.  New charter due to the FGDC secretariat November 1, 2005.
	Dan Cotter
	


Members (as of March 14, 2005):

	Name
	Organization
	Telephone
	Email

	Baucom, Larry
	DOD/DPO-MA/HIFLD
	757-893-6061
	baucom_larry@bah.com

	Burgess, Bill 
	NSGIC/BurGIS LLC
	410-544-2005
	william.burgess@comcast.net

	Crowe, John
	USGS
	703-648-5596
	jcrowe@usgs.gov

	Garofalo, Joseph (lead)
	DHS/GMO
	760-562-6837
	Joseph.a.garofalo@dhs.gov

	Morehouse, David
	DOE/EIA
	202-586-4853
	david.morehouse@eia.doe.gov

	Lewis, Steve
	DOT/BTS
	202-309-0938
	Steve.lewis@bts.gov

	Rao, Alan
	DOT/Volpe National Transportation Systems Center
	617-494-3911
	Rao@volpe.dot.gov


Revision of the Charter for the Working Group 

(instructions from the working group)

Members expressed general views about revising the charter for the working group. The current charter was approved in 2002. Some preferred to make changes only where needed (such as changing the chair of the group) to speed adoption of the revised charter. Others recommended that the working group keep an open mind about changes. Others noted that the charter is broad and that the working group seldom has needed to refer to it. Effort on the revision should be commensurate with the gains anticipated from the improvements.

The co-chair noted that the content and format of the current charter are based on a template developed by the Federal Geographic Data Committee (FGDC) Coordination Group in 1991. Some concerns from that time addressed by the charter may no longer be relevant, and there may be a need to address new concerns.

The Homeland Infrastructure Foundation-Level Database (HIFLD) Working Group also is in the process of adopting a charter to be issued by the Department of Defense. This charter should be considered to identify topics for which the groups are competing, converging, or diverging, and to identify topics that both groups missed. In general, HIFLD concentrates on geospatial topics related to “homeland defense” (issues unique to the mission and concerns of the Department of Defense) and the FGDC working group concentrates on geospatial topics related to “homeland security.” It would be useful for the charters to identify the relationship between the groups.

Purpose: 

· Describe the contribution of the working group to the Nation’s homeland security needs with an understanding of homeland defense needs.

· Use appropriate text from the Department of Homeland Security and others.

· State relationship with other groups, such as HIFLD.

· Define the terms “homeland security” and “homeland defense.”

· Describe how the working group fits within other activities.

Some members noted the need to incorporate goals of the Department of Homeland Security into the statement of purpose. Others noted that the statement of purpose should incorporate the Nation’s broader homeland security concerns and contributions of organizations that have homeland security and related and supportive missions, and not only those of the Department.

Scope: 

· Accommodate needs expressed in the National Response Plan

Members’ views included the need to concentrate on issues related to data and coordination, expansion of the scope to include the broader homeland security issues, and inclusion of concerns of other stakeholders such as the lead responsibilities described in the recently-issued National Response Plan.

Lead Agency: 

· The Department of Homeland Security should chair the group.

· The charter should allow for co-chairs as needed.

· The charter should define the roles of chair and co-chair, and distinguish these roles from those of subgroup leads.

Members expressed appreciation of the US Geological Survey’s efforts to co-chair the group and interest in having the agency continue this role. Members also are interested in increasing the participation from the National Geospatial-Intelligence Agency (which supported both homeland security and homeland defense activities) and Department of Defense agencies with homeland defense responsibilities. 

Members added that, regardless of the leadership structure developed and the responsibilities assigned to organizations, it is most important that working group receive needed support and have talented individuals selected for leadership positions.

Authorities:

· Review and include appropriate authorities enacted since the current charter was developed.

Membership:

· Use responsibilities of agencies documented in Circular A-16, various Homeland Security Presidential Decision directives, and the National Response Plan to identify agencies and missions that should be represented on the working group.

· Identify the responsibilities and authorities required of working group members so that agencies name appropriate personnel for participation. Remember that the working group’s activities span a range of activities that include technical, managerial, policy, and other roles. Recognize that many agencies do not have individual employees whose responsibilities span such a broad range of responsibilities.

· Recognize that agencies that have homeland security responsibilities might not have strong geospatial activities. Such agencies might not have personnel to offer as members, or the contributions of persons named might be marginal. Consider ways other than membership that such agencies can contribute to the working group and vice versa.

· Recognize the potential contribution from agencies that do not have homeland security responsibilities but that have strong geospatial activities that could aid the working group’s activities.

· Recognize the potential for agencies to name a representative from a central geospatial information activity that might have little familiarity with the agency’s homeland security mission or contributions.

· Analyze issues related to how participants might best contribute to topics such as “critical infrastructure” that represent a number of data themes, ways in which data are applied to different aspects of homeland security, etc.

· Consider and identify roles for participation by State, local, and tribal government organizations, the private sector, non-profit organizations, and others. Operate within the constraints of the Federal Advisory Committee Act and other relevant laws and regulations.

Members noted that agencies vary greatly in their depth of and approach to geospatial data activities. Agencies might not have individuals whose responsibilities span all topics covered by the working group. Some agencies have a lead or central activity for geospatial activities. Such an organization is an obvious source of participants on the working group but might not be familiar with homeland security activities in other parts of the agency. These homeland security activities might be more relevant to the working group.

Members also noted that it might be helpful to formally define “membership” especially if it decides to adopt more formal procedures (see “Procedures” below).

Responsibilities:

· Change the identity of the organizations being assisted in item A.

· Consider reorganizing the list of responsibilities.

Members noted that the charter follows the FGDC theory of a “lead” agency (or agencies) that carries the responsibility for an activity and members that provide support to this lead.

Procedures:

· Reconsider the statement about the frequency of meetings.

· Reconsider the discussion of clearances.

The co-chair noted that discussion of the frequency of meetings and other procedures were taken from the template used by the FGDC. The statements defined a minimum level of activity required of a lead agency. The working group might evaluate the utility of such statements in a revised charter.

Members also noted that the working group currently operates on consensus and its procedures are informal. This approach has worked well to date, but evaluation of the need for more formal procedures might be useful.

Subgroups:

· Decide the need to identify any standing subgroups in the charter.

· Describe the authority of subgroups.

The working group might consider the establishment of an enterprise architecture subgroup.

Other sections: There was no substantive discussion of the other sections of the charter.

The working group organized a subgroup to revise the charter. The subgroup will operate for six months. It will develop a plan for revising the charter, obtaining required membership, and vetting the revised charter in the Department of Homeland Security. Following approval of the plan by the working group, it will revise the charter and develop related correspondence asking agencies to review their membership on the working group or to join the working group. These items must be approved by the working group before submission to the FGDC for approval and the FGDC secretariat for action.

A member from the Department of Homeland Security offered to lead the subgroup, and members from the Departments of Defense, Energy, the Interior, and Transportation, and the National States Geographic Information Council, offered to participate on the subgroup. The working group accepted these offers of participation.

US National Grid Subgroup

US National Grid Implementation Concept Paper (Final)

1. Background. This initiative is focused on implementation of US National Grid (USNG) geoaddressing.  As a Federal Geographic Data Committee (FGDC) standard (FGDC-STD-011-2001), USNG establishes a nationally consistent grid reference system for National Spatial Data Infrastructure (NSDI) applications.  As a grid reference system, it is optimized for geoaddressing type applications.  As it is based on universally defined coordinate and grid systems it can therefore be easily extended for use world wide as a universal grid reference system.  

Geoaddress definition. A geoaddress is a means to identify a location on the earth.

Geoaddressing through the U.S. National Grid: A USNG geoaddress provides an unambiguous, universally applicable means to communicate a location on the earth. Standard ways to briefly and accurately communicate locations among responders help the homeland security community, especially when organizations unfamiliar with an area are part of the response. This project demonstrates use of the US National Grid as a national standards based "language of location" when people need to communicate locations based on grid coordinates.  Away from the road network, or in the event of major disaster, grid coordinates may be the only type of geoaddress that is readily useable.  The US National Grid enables the use of low-cost Global Positioning System (GPS) devices with paper maps.  More information about the US National Grid is available at http://www.fgdc.gov/standards/status/usng.html.

Conceptually this is not simply the use of a coordinate system as used in surveying. Rather it is the implementation of a system of geoaddresses to compliment street addresses.  Surveyors require millimeter level accuracy and precision.  Geoaddressing can accept accuracies of meter level, to several meters.  Such applications typically require a location to be defined with a precision of only one to a hundred meters.  The intended community of users is the public safety sector, the general public and private commerce applications.

1.1. Geoaddressing Sub-Working Group (GSWG).  A GSWG was formed under the Federal Geographic Data Committee (FGDC)Homeland Security Working Group (HSWG) to facilitate implementation of the FGDC’s US National Grid (FGDC-STD-011-2001) and geoaddressing.
1.1.1. GSWG purpose. The GSWG facilitates implementation of geoaddressing techniques based on the USNG by governments at all levels, businesses, public safety organizations, and individuals.  The GSWG provides a vehicle for organizations to exchange information and lessons learned on US National Grid implementations via its web site, email exchanges, meetings, and other forums.  It will facilitate improvements to Geographic Information Systems (GIS) software and application for grant proposals to implement geoaddressing based on the USNG.  A copy of the FGDC USNG standard can be obtained at: http://www.fgdc.gov/standards/documents/standards/xy_proj/fgdc_std_011_2001_usng.pdf
1.1.2. Participation.  Participation in the GSWG is open to governments at all levels, businesses, public safety organizations, and individuals who desire to implement the USNG and geoaddressing techniques in their communities.
1.2. The USNG was adopted as a public domain, non-proprietary Federal Geographic Data Committee (FGDC) standard (FGDC-STD-001-2001) in the aftermath of 9/11.  It is an alphanumeric point reference system that overlays the Universal Transverse Mercator (UTM) numerical coordinate system.  The UTM is an integral component of the USNG and is quite suitable for surveying.  That said, the USNG is not meant to replace the State Plane Coordinate System (SPCS) and other local systems used in surveying and for legal property descriptions.  As a geoaddress, the USNG does not replace street addresses.  When referenced to the primary datum NAD83/WGS84, USNG values are identical to Military Grid Reference System (MGRS) values.  This makes the USNG extremely valuable for improving military support to civil authorities in times of disaster relief or in homeland security.  Since civil authorities do not currently have an equivalent system to support their command and control efforts, the USNG offers unique and practical improvements in the National Spatial Data Infrastructure (NSDI).  

2.  Implementation pillars. Implementation is based on four pillars surrounding the community consensus to implement geoaddresses (based on the USNG).  Those four pillars are; 

2.1. Education.  Includes education at both a policy level and individual use level.  This develops community recognition of the need to implement geoaddressing, and teaches individuals how to use associated techniques and information tools.

2.2. USNG gridded maps.  Properly gridded maps in both hardcopy and digital versions are readily available to the user. (In this case, digital maps might not actually have a full fine line USNG grid, but the location of any given point can be determined through some means such as a dynamic readout of the cursor location.  When printed out, such maps do have a fine line USNG grid with correct labeling.)

2.3. Geoaddress availability.  The geoaddress for any surface location must be readily available to the user community.  This can be accomplished through several means discussed below.

2.4. User-friendly location identification services (such as GPS or wireless phones with location based services) are readily available.

3. Measures of merit.  The following offer criteria on which to base a determination that the USNG has been implemented in a community. 

3.1.  The government at the level in question (state, tribal, local, etc) recognizes geoaddresses as a legitimate means to describe a location.  This might be in conjunction with a street address, or when a street address is not available.  

3.2. A significant proportion of the community is aware of what geoaddressing and the USNG are through a public education campaign.  Indicators of this include:

3.2.1. USNG educational materials are readily available to the public.  These can include media articles, demonstration maps with “how to use” sections, and downloadable instructions on use of the USNG from the web.  Optimally, how to use the grid is included in the public school system’s curriculum at approximately the fifth grade.

3.2.2. Depiction of USNG geoaddress along with street address, phone number, email address, web site, etc., are routinely included on the business cards and letterhead stationery found in the community.  These serve as a map index value for maps in the community that now depict the national grid.

3.2.3. 9-1-1 Calls.  Public Safety Access Points (PSAP) routinely receive callers who identify incident locations with USNG values.  Such calls begin to occur after introduction of the Threshold Automobile GPS Initiative (TAGI).  TAGI GPS receivers act as a street-sign-in-a-box and are of very low cost.

3.3. For an urban area, at least one properly gridded commercial street map or street atlas is readily available to the user community.  An indicator of this is the ready availability at the local gas station or similar commercial outlet of properly gridded paper street maps using the USNG.

3.4. Geoaddresses for any surface location must be readily available to the user community.  This can be accomplished through;
3.4.1. Users with a GPS receiver can identify their USNG geoaddress for a location of their choosing, such as their home or business.
3.4.2. Users can access a web mapping portal and orthoimagery to identify the USNG geoaddress for a location.  To accomplish this, the user positions the cursor over the point of interest (POI) and left clicks the mouse.  The orthoimage is returned, recentered on that location and the USNG geoaddress is provided for the POI.  The National Map is one example of such as web site.
3.4.3. A local government such as a county GIS web mapping portal can make available the formal geoaddress for parcels in that community.  To accomplish this, a government GIS with a parcel layer can have the USNG centroid value calculated for each centroid.  These values are entered as an attribute for each parcel.  In practice, the visitor to the government web site can enter a street address, and the orthoimage and parcel outline is returned with the associated USNG geoaddress.  The geoaddress can then serve as a universal map index value on properly gridded street maps or with consumer GPS receivers.  Alternatively, a commercial web-mapping portal might supply this information.
3.5. 9-1-1 PSAP.  A community’s 9-1-1 Public Safety Access Point (PSAP) can readily accept a USNG geoaddress as a functional means to unambiguously describe an incident location.  The community’s public safety responders are then able to readily use such location descriptions to find incidents.  To accomplish this requires public safety responders to be trained in how to use the USNG in map reading and probably in the use of GPS.  Public safety responders must have ready access to properly gridded maps, either hardcopy or digital.
3.6. Commercial GPS receivers can use the USNG.  When fully implemented, higher end (factory installed) automobiles digital map / GPS navigation systems ingest, use, and display USNG values.
4. Implementation path.  A particular implementation path that can be pursued includes;

4.1. Information and Support Centers for Geoaddressing (ISCG).  A series of ISCGs can be developed across the country in various universities.  Typically these might be located in the geography department, but other suitable departments exist.  These ISCGs function as knowledge clearinghouses to assist their communities with geoaddressing implementation.  They will conduct research on implementation methodologies and produce lessons learned from community efforts.  These lessons learned facilitate further implementation and new applications for geoaddresses.  In a sense these can be seen as systems integrators for a community.  Funding of these research and knowledge centers is through various means, but primarily, federal grant programs.
4.2. Government implementation.  Local governments have traditionally been charged with implementing street addressing.  This same function is probably necessary with geoaddressing, although states may play a critical role for implementation over a larger area once a critical mass at the local level is achieved.  Alternatively, state governments can facilitate rapid implementation on a state-wide basis.  State government homeland security offices will probably have a critical role to play as a venue to channel federal funds to execute many local implementation efforts.

4.3. Commercial activities.  Commercial vendors have an important role to play in implementation.  First, they must provide commercial street maps as these are one of the most important sources for the public to obtain street maps. Vendors trained in implementation methods can upgrade government GIS systems and web sites to have USNG functionality and provide other services.  Wireless carriers will ultimately need to implement USNG functionality in appropriate systems such as handsets.  GPS vendors in particular have a strong vested interest to see USNG geoaddressing successfully implemented.  Geoaddressing implementation is an essential precursor for GPS to be widely used by the general public, thus greatly expanding the consumer markets for commercial GPS vendors.  Implementation will benefit commerce in many ways.  For example, it will assist package delivery services (i.e. FEDEX, UPS, etc) in many communities.

5. An implementation model.  There is no single method for implementing USNG geoaddressing in a community.  Nor is there a single governmental agency that can cause or implement geoaddressing.  Implementation will be a distributed process.  Initial successes will serve to demonstrate the practical utility of geoaddressing, causing other communities to follow suit.  The following specific opportunities should be examined as a means to support implementation.

5.1. George Mason University (GMU) National Information and Support Center for Geoaddressing (NISCG).  GMU is in the process of forming a NISCG with internal funds.  If it is able to obtain funding grants it will facilitate implementation in various local governments. This center will serve as an initial civilian lead for implementation in the community.  It will seek out and build an initial coalition of implementing governments, communities, and vendors.  It will prepare and submit an application for federal funding to support its efforts.  

5.2. Initial implementing governments.  Representatives from the several government bodies have indicated an informal interest in implementing the USNG and goeaddressing in their communities.  Most, but not all will require federal seed funding to execute an implementation plan.  

5.3. Execution.   Implementation of the USNG in US civil activities is in the best interest of the public for reasons of homeland security and greatly improved support to civil authorities. The GMU NISCG organizes and forms an initial implementation coalition around interested communities.  These go forward and seek grants as a coalition and as individual entities and then execute implementation efforts in their communities.  Grants can be sought from the Department of Homeland Security through state homeland security offices, and other federal organizations.  Other potential Federal sources include organizations within Departments of Transportation, Justice, Interior (FGDC), and Education.  

5.3.1. In conjunction with initial implementation efforts, the GMU NISCG will seek formation of university ISCGs to serve local areas or regions.  

6. Implementation sequencing.  Implementation can be expected to proceed in the following phasing of events.

6.1. Initial preparation phase.  This is where policy makers in a community are educated on the issues and decide to initiate implementation.

6.2. Foundation preparation phase.  This phase includes preparation of educational materials, properly gridded maps, and web mapping portals with geoaddress availability.  This is an essential precursor to actual implementation with the general public, as information tools must be readied first.

6.3. Implementation and public education phase.  This is the active public education campaign that teaches the general public and public safety officials the legitimate and practical value of geoaddresses.  It provides the public with the knowledge on how to use geoaddresses.

6.4. Sustainment phase.  This long-term phase requires little in the way of grants and special funding.  Commercial map vendors will have come to recognize how the grid improves their products because there is a demand by consumers for these improved maps.  Many sources of geoaddresses are readily available because of their utility.  Knowledge and skills in geoaddressing are nearly self-sustaining and taught in the public schools.
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